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Web Server Log Analysis 

Abstract 

 

Log files contain information about User Name, IP Address, Time Stamp, Access 

Request, number of Bytes Transferred, Result Status, URL that Referred and User 

Agent. The log files are maintained by the web servers. By analyzing these log 

files gives a neat idea about the user. Web log extraction extract logs from web 

servers, then determine the main access types or interests of users, and then to a 

certain extent, based on the discovered user patterns, analyze the user’s access 

settings and behavior. Web usage analysis requires data abstraction for pattern 

discovery. This data abstraction can be achieved through data preprocessing, which 

introduces different formats of web server log files and how web server log data is 

preprocessed for web usage analysis. One of the most critical parts of the web 

analysis field is web log analysis by mathematical method, which is used in this 

project. Based on the above analysis, the current web log analysis is faced with 

security problems. We conduct experiments to study to verify the security 

performance of web logs and draw conclusions through experiments. 

 

  


