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Abstract

A number of techniques for securing images have been developed in
cryptography using jointly DNA computing and Chaos Theory. With the
advancement of DNA/quantum computing, the threats of security breaches to
information have an increasing possibility. In order to prevent unwanted

access to sensitive data by unauthorized individuals, images are encoded.

Because chaotic-DNA encoding can make information highly secure, it is
often employed in image encryption. In this object, an image encryption

technique has been proposed based on a chaotic system and DNA computing.

In this project, we propose a symmetric encryption algorithm for images by
in order to complete the encryption process, we need to generate an
encryption key, and this is done by using the chaotic algorithm. As for
encoding the values of pixels, this is done by using DNA.

Also, XOR was used to encrypt the image, meaning that XOR needs the
encryption key from the chaotic algorithm and the pixel values from DNA.



